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1 Discussion

2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.7 as follows

FIRST CHANGE (all text is new)

9.1.y	Conclusion on Key Issue #1 for Session Breakout
For Session Breakout connectivity mode, Solution #X: “usage of solution 22 with LDNSR as a (pseudo) DNS Resolver to support low latency applications” is endorsed for normative specifications. Specifications related with this solution shall assume that the ECS DNS option sent to DNS authoritative servers does not contain the IP address allocated to the UE (thus does not break user privacy). Likewise, it shall be possible to ensure that the UE IP address is not used as source address of DNS requests sent outside of the operator domain. 
Further Privacy issues derived from potentially using UE IP address for ECS DNS in an external authoritative DNS in the related solutions may be addressed during the normative phase if any such issue is discovered.
Clause 6.2.3.2 is also recommended as basis for DNS based EAS discovery in normative phase.
NOTE: 	Relevant security and privacy considerations shall be described in normative text (e.g. with reference to SA3) for concluded solutions. Special attention needs to be paid to recent regulatory changes on privacy shields. SA3 coordination will be needed. 
Furthermore, solution X “usage of user category and subscribed services to control local offload” will be specified during normative phase where user category and subscribed services policy control subscription information can be used to target users / PDU Sessions in Nnef_TrafficInfluence  request sent by an AF.


NEXT CHANGE (2)
[bookmark: _GoBack]NEXT CHANGE (3)
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